
“The awareness ecurity culture across the whole organisation 
has changed dramatically.”

As a major player in the UK’s technology sector, IQE is distinctly 

aware of the risks that information security related issues can pose, 

particulary when operating within such a competitive market. 

Identifying information and data as key assets to producing valuable 

and competitive products, IQE had already invested a great deal into 

implementing hardware and application controls. The only thing left was 

to ensure employees were as equally well equipped to deal with any 

threat to information security.

With Hut Six’s bespoke tutorials, IQE saw employees 

enthusiastically completing tutorials quickly and efficiently. 

Going beyond expectations, impact of the training has not gone 

unnoticed. Noting a significant shift in culture across the whole IQE 

organisation, Hut Six’s interactive awareness training facilitated 

genuine and meaningful change in behavioural practices.

Once again, Hut Six is incredibly proud to see the impact engaging 

and effective awareness training can have in creating a tangible 

secure culture. 

“Having the IQE brand within the product has helped 
immensely with the deployment across the company.”

- Nigel Barge, IT Infrastructure Operations Manger, IQE

Organisation
IQE

Industry
Semiconductor Manufacture

Background
Founded in 1988, Cardiff based 

semiconductor specialists IQE produce 

some of the world’s most sought after 

electronic components, for a range of 

technologies and renowned brands.

The Problem
To ensure a competitive edge, IQE has 

invested a great deal in technological 

solutions to information security 

concerns, whilst also acknowledging 

‘the human element’ can often be an 

organisations weak spot.  

The Solution
Hut Six’s interactive and engaging 

cybersecurity awareness training, 

phishing simulator and learning 

management system.


